**Chapter 10:** **Other Public-Key Cryptosystems**

**TRUE OR FALSE**

1. T
2. T
3. F
4. T
5. F
6. T
7. F
8. T
9. F
10. T
11. T
12. F
13. T
14. F
15. T

**MULTIPLE CHOICE**

1. C
2. A
3. D
4. D
5. D
6. B
7. D
8. D
9. A
10. B
11. C
12. C
13. B
14. B
15. A

**SHORT ANSWER**

1. digital signature
2. Diffie-Hellman key exchange
3. public-key
4. elliptic curve cryptography (ECC)
5. abelian group
6. binary curves
7. prime curve
8. finite field
9. modular exponentiation
10. elliptic curves
11. q
12. Pollard rho
13. pseudorandom number
14. Micali-Schnorr
15. strength